Position: Senior Security Strategist  
Reports to: Director, Risk and Advisory Services  
Locations: Seattle, WA preferred, open to candidates located in North America  
Description: Leviathan is seeking a passionate and experienced individual to advise, assess, and lead initiatives for Leviathan Security Group’s clients in the areas of Governance, Risk, and Compliance. As a leader, this person is able to balance a wide-range of priorities and manage relationships with multiple clients.  
Responsibilities:  
- Meet with and interview client employees to collect documentation and information about the client’s history, direction, organizational structure, corporate culture, critical business and technical processes, and key initiatives.  
- Analyze and assess client’s existing information security and risk management program to verify and validate the programs meet legal and industry standards in people, process, policy, and technology risk management.  
- Assist client’s management and IT professionals to identify and prioritize critical information security gaps and weaknesses.  
- Develop and draft a corporate threat model and present strategic execution plan to executives, including prioritization of activities, budget planning and management, and identification of key milestones.  
- Recommend new business processes, policies, standards, organizational structure, and adoption of new technical systems to implement information security plan.  
- Participate in company meetings to provide information security advice regarding implementation of plan and data security legal compliance issues.  
- Remain available on a continuous basis for duration of client contract to discuss security issues, answer security-related questions and provide advice to company IT professionals or management.  
Qualifications:  
- Demonstrable experience establishing and maintaining information security programs.  
- Strong understanding of risk management and information security fundamentals and application.  
- Demonstrated ability to document business processes and workflows.  
- Strong experience conducting enterprise risk assessments and developing recommendations for clients.  
- Familiarity with industry frameworks and standards such as ISO 27002, HIPAA, HITRUST CSF, NIST, PCI, etc.  
- Able to manage internal and external expectations.  
- Experience implementing and reporting on metrics.  
- Able to multi-task and deliver consistently on deadlines.  
- Strong mentoring and leadership skills.  
- Demonstrated ability to solve complex problems with expertise and ingenuity.
• Strong written and verbal communication skills.
• Able to communicate complex ideas to diverse audiences.
• Experience with time and resource estimation.
• Training experience a definite plus.
• Previous experience in a CISO or equivalent role strongly desired.

**Travel Requirement**

• Up to 35% per year as needed to support engagement delivery

**Education Requirements**

• College degree in a technical field or equivalent experience preferred.

For further information or to submit your resume please contact Leviathan’s Human Resources via careers@leviathansecurity.com or 866.452.6997.