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I. Introduction and Executive Summary

According to recent news reports, the Commission is considering adopting a rule that authorizes discrimination by ISPs and permits them to charge terminating access fees to technology companies. We believe such a rule, if adopted, would crush startups, and therefore undermine American technology entrepreneurship, innovation, and job creation.

Engine Advocacy—a research and advocacy organization representing more than 500 high-growth, entrepreneurial businesses, pioneers, innovators, investors, and technologists—strongly supports network neutrality on fixed and mobile platforms. We support the Chairman’s desire to adopt strong rules on disclosure, blocking and discrimination and believe they are necessary to support entrepreneurs. We believe, however, that Section 706 will likely not support these proposed safeguards and that reclassification is necessary. We urge the Commission to take comment on reclassification in an NPRM to better inform its decision-making. We believe it essential that the FCC take comment on a Title II approach in an NPRM.

The FCC’s conclusions in the 2010 Open Internet Order were correct: innovation depends on an open internet. Disruptive startups—and the investors funding the billions of dollars necessary for their growth—need certainty rather than the threat of unreasonable technical and commercial discrimination and blocking. The innovation ecosystem benefits from low costs of innovation, not an environment where multiple ISPs can impose above-cost, unconstrained access fees on startups. The 2010 conclusions ring even truer today, as fixed and mobile broadband revolutionize a wider range of industries daily, ranging from media to urban transportation, food, and short-
term housing. Arguments to the contrary—that startups welcome the “right” to negotiate to pay fees for access or outbid giant incumbent edge providers for special preferences—are divorced from the reality of entrepreneurship.

Properly crafted Open Internet rules are a solution to a real problem and would encourage further investment in innovation ecosystems in Silicon Valley, New York, Washington, D.C., and all over the nation in cities like Nashville, Minneapolis, Austin, and Boise. Moreover, rules adopted by the Commission will affect the ability of American startups to access consumers and markets not only in the United States, but also abroad, because foreign ISPs will seek the same powers available to U.S. ISPs to block, discriminate, and tax innovative American tech companies.

For these reasons, we support the Chairman’s proposal to strengthen the disclosure rule, to adopt a no-blocking rule, and to adopt a nondiscrimination rule. We also encourage the Chairman to address interconnection disputes involving access carriers with termination monopolies over users and we encourage the FCC not to exclude mobile platforms from this proceeding, as mobile is now the dominant way for Americans to access the internet. We urge the Commission to base its rules on Title II jurisdiction, which is required to implement these necessary mandates.

II. About Engine Advocacy: Voice for the Startup Economy

Many of today’s technology-enabled companies seek to fundamentally alter and challenge entrenched business models, ideas, and institutions across all industries. It is these businesses that drive our economic prosperity, create jobs, and improve our lives. We advocate on their behalf. We have worked with the White House, Congress, federal
agencies, state and local governments, and also international advocacy organizations to educate and inform them of the changing face of American high-tech entrepreneurialism.

Engine represents a community of more than 500 high-technology, growth-oriented startups across the nation through research and advocacy that supports the growth of technology entrepreneurship. Our members include Meetup, Etsy, Yelp, Uber, Lyft, and Automattic. They also include much smaller companies such as Hipiti, WellDone, MentorMe, and Bot & Dolly. Our Advisory Board includes some of the nation’s most influential venture capitalists and investors, including Brad Feld, John Lilly, and Ron Conway.

III. The Startup Ecosystem Depends an Open Internet

Entrepreneurs rely on an open internet to build their companies. Investors rely on the certainty of an open internet to invest billions of dollars in edge providers to power the innovation ecosystem. And the FCC’s open internet, or network neutrality, actions and orders have been essential to ensuring such entrepreneurship and investment. Open internet rules are so essential because they address a real problem (not merely a solution “searching” for one) and because the FCC’s actions have global impact, both on where Americans create new companies and on the foreign markets available to American companies.

A. Startups and Investors Rely on Network Neutrality

When a few bright engineers or business students have an idea, they can launch a business that can be available to billions of users all over the world, inexpensively,
and without discrimination. These founders take risks, forego stable jobs, and seek investment from friends, family, and institutional investors to face the pressure of failing or succeeding on the merits of their idea, engineering, user design, and industry knowledge. While some might fail—most startups do—the few who wildly succeed benefit millions of consumers, create thousands of jobs, create world-changing technologies, and power the innovation ecosystem that assumes a high failure rate and a few outsized successes.

This engine of innovation is only possible because today’s founders—eventual failures and eventual successes alike—can take the first steps at extremely low cost. The costs are often merely the expense of hard work, low-cost cloud computing tools, and off-the-shelf laptops and mobile devices. These costs generally go down each year per unit of computing power, and competitive markets pass on those cost savings to technology companies. Startups typically pay the (falling) competitive costs of technologies rather than above-cost extraction by companies with termination monopolies.

As one investor explained in a Wall Street Journal op-ed, the cost of running a basic internet application fell from $150,000 a month in 2000 to $1,500 a month in 2011. That is a 99% drop in price.¹ Because of competitive markets, the cost savings in components and services have been passed on to those applications and consumers, accelerating innovation and cost savings.

Startups rely on not being blocked, discriminated against, or subject to fees for access and preference. If some or all ISPs block a startup, the startup would be unable

to reach a subset of users in the market. This is a particular problem for startups whose products rely on network effects—those that become more valuable with more users—such as social networks, e-commerce platforms connecting buyers and sellers (or drivers and riders), sites for user-generated content (including reviews, photos, or micro-blogs), and payment networks. If blocked by some ISPs, these companies will be less likely to win in the market, even if consumers would otherwise prefer their services.

Discrimination could have the same competitive effect. If a startup’s site does not load as quickly or if its application is not as reliable, it will be harmed in several ways. Users will switch to competitors whose services receive better treatment. According to research compiled by Strangeloop Networks, “three out of five [users] say that poor performance will make them less likely to return” and two of five said “they’d likely visit a competitor’s site next.”\(^2\) Beyond moving to competitors, users will simply spend less money on e-commerce sites or view fewer pages on sites that garner advertising revenue through the number of page-views. For example, in 2007, for every 100ms increase in load time, Amazon’s sales decreased 1%;\(^3\) AOL found that users whose sites load faster view up to 50% more pages than visitors whose pages load slowly.\(^4\) If discrimination on networks leads to users choosing competitors and using the service less, then startups that would otherwise succeed will be more likely to fail.

In both cases, incumbent technology companies would understand their own incentive to partner with ISPs to block or discriminate against less well-resourced

---


disruptive startups. Also in both cases, investors would quickly understand these increased risks and the need for larger minimum investments necessary for startups to overcome these risks and succeed. Some investors who would otherwise invest in a startup would therefore not invest, either because of the increase in uncertainty or the inability or unwillingness to invest the larger minimum necessary. As a result, fewer startups would be funded. Entrepreneurs would understand this environment going in, be less willing to take on the tremendous personal risk of starting a company, and there would be even fewer startups to fund.

Fees, both for access and preference, impose a slightly different, but still significant, problem for startups. The lack of fees kept the cost of innovation low. Today, it is inexpensive to start a technology company, and entrepreneurs generally do not need to raise an initial investment in the early stages of a startup. The costs are low: laptops, desks, cloud storage, and transit, all of which are competitively priced. Access fees will likely be priced far above cost because ISPs have terminating access monopolies over users, as the FCC observed in 2010. ISPs have a terminating access monopoly over their subscribers because the startup can only reach these subscribers by going through the ISPs. The startups would have to pay fees to reach subscribers. ISPs can keep these fees high and raise them every year, unlike transit costs and cloud storage, which decrease exponentially because competition drives the prices down to cost, and costs have fallen exponentially. Because ISPs with terminating access monopolies are unconstrained by competition (or the price of transit\(^5\)), there is no clear limit to the size of these fees over time.

Moreover, startups would not pay for preferential treatment unless preferential treatment is necessary to compete. This will give ISPs the incentive to ensure that the “basic” service available to a company may not ensure its competitiveness. Indeed, if well-resourced competitors receive preferential treatment, then startups would be forced also to pay for preference in order to stay competitive.

These access fees will reduce entrepreneurship. Some unfunded early startups may not be able to afford access fees (particularly if the product would be data-intensive) and will not start a company. Others will start the company but will need to raise money earlier and will need to raise more of it. That makes fund-raising harder in three ways: the entrepreneur will have done less to test the market in ways that lower investors’ risk, would need to raise a larger round of initial financing (therefore drawing from a smaller number of larger investors or requiring the accumulation of more small investors), and could only offer investors a smaller potential reward. It would also likely result in a lower valuation for the entrepreneur, meaning the entrepreneur would need to sell more of her company in the fund-raising.

The Commission recognized the problem with access and prioritization fees in its 2010 Open Internet Order:

Fees for access or prioritization to end users could reduce the potential profit that an edge provider would expect to earn from developing new offerings, and thereby reduce edge providers’ incentives to invest and innovate. In the rapidly innovating edge sector, moreover, many new entrants are new or small “garage entrepreneurs,” not large and established firms. These emerging providers are particularly sensitive to barriers to innovation and entry, and may have difficulty obtaining financing if their offerings are subject to being blocked or disadvantaged by one or more of the major broadband providers.6

---

The Commission had it right. Fees for access or prioritization will chill investment and innovation across the domestic and global economy. Throughout the history of the Internet, entrepreneurs without significant outside funding have developed some of the most important innovations and there is no reason to expect this to change. Thus, making it more difficult for those kinds of innovators to develop new applications, content, or services will significantly reduce the amount and quality of application innovation.\(^7\)

In these ways, blocking, discrimination, and access fees would impose new burdens that would harm entrepreneurship. Today, American startups do not expect to be blocked, except perhaps abroad in countries like China or Turkey. They do not expect the existing, large competitors to receive better network access from telecommunications carriers based on payment, connections, or mere preference. They needn’t hire lawyers or sales teams upfront to negotiate deals with a range of mobile, cable, and wireline telecommunications carriers to ensure “distribution” for their products or services. They needn’t be Apple or Netflix in order to negotiate reliable service. They have not historically paid termination fees directly to carriers with termination access monopolies, which would essentially allow those carriers to charge prices far above marginal cost. Netflix has only recently begun paying terminating access fees, in an deal with Comcast that garnered considerable media attention because of it broke with history. To our understanding, startups have not paid these

termination fees; they do not even do so indirectly through transit costs and interconnection, since the largest transit providers such as Cogent refuse to pay them. The open internet has accelerated entrepreneurship and disruptive innovation on an unprecedented scale because of low transaction costs, a level playing field, and a unified network.

Investment in internet-enabled companies will likely decrease, as investors’ returns will be subject to discrimination, blocking, and arbitrary terminating fees. The dynamic and competitive internet ecosystem relies on an open internet and certainty for startups that they will not face discrimination, blocking, and arbitrary fees.

B. Investment Relies on an Open Internet

Institutions, pensions, and wealthy individuals have invested billions of dollars in tech start-ups. They make these investments as individuals or through private equity and venture capital organizations, such as Andreessen Horowitz, New Enterprise Associates, Union Square Ventures, Greylock Partners, Sequoia Capital, Foundry Group, Spark Capital, and many more. These firms invest with the expectation of an open internet. Greylock Partners raised $1 billion last September. Sequoia, a fund that was an early investor in Apple, Oracle, Google, WhatsApp, OpenDNS, and others, also raised a $1.17 billion fund that month. Earlier this year, Andreessen Horowitz announced that it closed a $1.5 billion fund for investments ranging from seed rounds to late stage funding rounds. In October, Foundry Group created a new $225 million

---

fund devoted to “late stage growth” funding for companies in their existing portfolio. In January of 2014, Union Square Ventures, which invested in Twitter, Tumblr, Coinbase and others, raised $350 million for its fourth early-stage fund and its second fund backing more mature companies.

These funds, and the investors in these funds, make substantial investments in startups as they scale. Every year, thousands of entrepreneurs raise hundreds of millions of dollars in their first rounds of financing; these rounds are generally below two million dollars each, and come from “angel” investors, friends, and family. Depending on how you slice the data, there are between five and ten billion dollars invested annually in Series A rounds, which are the first institutional funding rounds for a startup.

As these internet companies grow larger, they need to raise more investment. At the beginning of April 2014, Lyft, an on-demand ride-sharing service, raised $250 million in its fourth round of institutional funding to expand its offerings and compete with Uber. Last August, Uber raised $361.2 million in a round led by Google Ventures.

---

Automattic, the company behind the blogging platform Wordpress.com (used by 19.9% of all sites on the Web), has raised over $100 million in its last two rounds.\(^{17}\) Dropbox, an online file storage platform, raised a $350 million round of funding recently after raising $250 million from investors in 2011.\(^{18}\) Etsy has raised about $92 million in venture capital funding to date.\(^{19}\) In April, Airbnb raised $500 million, after having already raised $326 million.\(^{20}\)

These investors rely on the assumption of a level playing field and one interconnected internet. They assume that blocking, discrimination, and unconstrained access fees will not threaten their investment.

C. Technology Startups Have Created Massive Value

As a result of the certainty provided by an open internet, American companies have become the envy of the world. They have been assured a large, wealthy domestic market and access to global markets without unconstrained, above-cost expenses and discrimination. As a result, we have seen immense innovation, cost-savings, job creation, and return on investment across a range of sectors.

Relying on an open internet, technology entrepreneurs have created massive global economic value and jobs. A recent report—commissioned by Engine—showed that “[d]uring the last three decades, the high-tech sector was 23 percent more likely


and [information and communication technology] 48 percent more likely than the private sector as a whole to witness a new business formation." The high-tech jobs that are created by these businesses account for 5.6% of the job market in the United States. These jobs are not in Silicon Valley alone. They are in states, cities, and towns across the country, from Los Angeles to Kansas City, from Nashville to Washington, DC. As of 2011, Washington state had the highest concentration of tech jobs (11.4% of employment), followed by Massachusetts (9.4%), Virginia (9.3%), and Maryland (8.9%). Additionally, these tech jobs spur further job creation and stimulate the local economy even beyond the jobs created in technology, as tech workers spend money locally, creating more jobs. This impact is global, not national. According to McKinsey & Co., the internet economy represents 3.4% of the global GDP.

While we used to speak of a “tech sector,” technology is now an input into every industry, no less than electricity. We once shopped Borders for books; we now shop Amazon and rent ebooks through Oyster. We once rented films at Blockbuster; we now rent from iTunes or watch on Netflix. We once called on cabs for urban transportation; we now call black cars through Uber, and fellow drivers through Lyft and Sidecar. We

---

24 Ian Hathaway, “High-Tech Employment and Wages in the United States,” at p. 12. (“For each job created in the local high-tech sector, approximately 4.3 jobs are created in the local non-tradable sector in the long run.”)
once had the option of several hotel chains; we can now use Airbnb to rent the homes of strangers—from castles to igloos—with even more variety. We could take Michael Sandel’s Justice class or Andrew Ng’s Machine Learning courses only if we could get accepted into (and afford) Harvard and Stanford; now, we can now take these classes online through EdX and Coursera, without obstacles. We once relied on annual doctor visits; we can now book those visits more conveniently through ZocDoc, and keep healthy between visits with the help of “quantified self” applications and hardware, including MyFitnessPal, Fitbit, and the Nike Fuelband. Consumers used to pay one another with cash; now they can send money through Paypal, Square, Venmo, and Dwolla. They spend not only dollars but also bitcoins. Our ready-to-eat meals were in grocery stores’ frozen food sections; now, companies like Plated and SpoonRocket enable us to order local meals delivered to our homes.

Beyond the technologies consumers see, enterprise applications transform businesses. Marketo and Salesforce make sales organizations and buyers more efficient. Companies like Wal-Mart, FedEx, and United Airlines use software to manage distribution, pricing, and optimization. Oil and gas companies use networked computing and big data to guide their gas exploration. Agriculture today relies on internet connections for farmers to maximize output and minimize costs.

Finally, innovation has revolutionized freedom of expression. While we used to get our news from the one newspaper in town and TV news, we can now access newspapers, news clips, and analysis from all over the world. Anyone can have a blog

---


on WordPress or Medium, a microblog on Tumblr or Twitter, and share the writings of others easily through social media. While these tools often begin in the United States, they spread to foreign nations, where they empower activists to organize politically. Put bluntly, there would not have been an Arab Spring without Facebook and Twitter.

D. This Innovation is Partly Due to the FCC’s Open Internet Actions

Over the past ten years, the FCC’s open internet actions have played an important role in ensuring this innovation. The FCC should be proud of this role and should build on it.

The past decade of tech innovation may not have been possible in an environment where the carriers could set exorbitant and discriminatory prices for running internet applications, even while the cost of running the applications fell 99% in a decade. Without the FCC, established players could have paid for preferences, sharing their revenues with carriers in order to receive better service (or exclusive deals) and to crush new competitors and disruptive innovators. Venture investors would have moved their money elsewhere. Would-be entrepreneurs would have taken jobs at established companies or started companies in other nations.

While often imperfect, the FCC has done much to ensure an open internet. Carriers have not historically engaged in rampant discrimination partly due to the threat of FCC action. In 2005, when the net neutrality debate was just a few years old, the FCC adopted an Internet Policy Statement and pledged to respond to any violations of

---

the statement with swift action.\textsuperscript{30} That year, the FCC also issued the \textit{Madison River} decision, ordering an ISP to stop blocking Vonage.\textsuperscript{31} In 2008, after it was discovered that Comcast, the largest ISP in the nation, was interfering with some of the internet’s most popular technologies—a set of five peer-to-peer (P2P) technologies—the FCC enjoined Comcast in a bipartisan decision.\textsuperscript{32} In 2010, the FCC adopted the \textit{Open Internet Order} that was only recently struck down.\textsuperscript{33} Additionally, in the years since 2005, the FCC has conditioned spectrum assignments and mergers on net neutrality rules. The largest three broadband providers have been (or remain) subject to net neutrality for many years. AT&T accepted two-year net neutrality conditions in its merger with BellSouth,\textsuperscript{34} and SBC accepted a two-year condition in its merger with

\begin{footnotesize}
\begin{enumerate}
\item AT&T Inc. and BellSouth Corporation Application for Transfer of Control, WC Docket No. 06-74, Memorandum Opinion and Order, FCC 06-189 (Mar. 26, 2007), available at http://hraunfoss.fcc.gov/edocs_public/attachmatch/FCC-06-189A1.pdf, at p.154-55 (“AT&T/BellSouth also commits that it will maintain a neutral network and neutral routing in its wireline broadband Internet access service. … This commitment shall sunset on the earlier of (1) two years from the Merger Closing Date, or (2) the effective date of any legislation enacted by Congress subsequent to the Merger Closing Date that substantially addresses ‘network neutrality’ obligations of broadband Internet access providers, including, but not limited to, any legislation that substantially addresses the privileging, degradation, or prioritization of broadband Internet access traffic.”)
\end{enumerate}
\end{footnotesize}
AT&T.\textsuperscript{35} Verizon accepted a similar condition in its merger with MCI.\textsuperscript{36} Verizon purchased a 22MHz band of spectrum (the C block) in the FCC's 2008 700MHz auction for $4.7 billion dollars, and did so subject to open internet conditions modeled on the Internet Policy Statement.\textsuperscript{37} Comcast has been subject to network neutrality rules since its merger with NBC in 2011, and the merger condition extends for seven years.\textsuperscript{38} Both Verizon and Comcast’s conditions still apply today. Moreover, Congress imposed contractual obligations on internet networks built with stimulus funds—nondiscrimination and interconnection obligations that, at a minimum, adhered to the internet Policy Statement, among other obligations.\textsuperscript{39}

In light of these merger obligations, license conditions, FCC adjudications and rulemaking, and consistent threats of FCC action, startups have enjoyed a generally neutral network that is conducive to, and necessary for, innovation. The rules provide some certainty that startups would not be arbitrarily blocked, subject to technical or economic discrimination, or forced to pay carriers so that the carriers’ consumers can


\textsuperscript{37}Compare 700 MHZ order paragraph 206 (“[W]e will require only C Block licensees to allow customers, device manufacturers, third-party application developers, and others to use or develop the devices and applications of their choosing in C Block networks … Specifically, a C Block licensee may not block, degrade, or interfere with the ability of end users to download and utilize applications of their choosing on the licensee’s C Block network, subject to reasonable network management.”) with Internet Policy Statement at 3 (“consumers are entitled to access the lawful Internet content of their choice. … consumers are entitled to run applications and use services of their choice”).

\textsuperscript{38}Applications of Comcast Corporation, General Electric Company and NBC Universal, Inc. For Consent to Assign Licenses and Transfer Control of Licensees, MB Docket No. 10-56, Memorandum Opinion and Order, FCC 11-4 (Jan. 20, 2011), available at http://hraunfoss.fcc.gov/edocs_public/attachmatch/FCC-11-4A1.doc, at p. 50. (“Further, for seven years after the closing of the transaction, Comcast commits that it will not discriminate ‘against local, in-market non-NBCU stations in favor of NBCU stations with respect to certain technical signal carriage matters.’”)

access all the innovation online.

Following the Verizon v. FCC decision, that will likely change, in ways that harm entrepreneurship and the public interest.

E. In Absence of Network Neutrality, We Will See Massive Violations

For the last decade, the largest cable and phone companies have argued that network neutrality is “a solution in search of a problem.”

That assertion is false. The facts demonstrate a real problem. Even in the US—and despite the FCC’s actions on network neutrality—there have been some apparent violations. These include:

- Comcast interfering with peer-to-peer technologies, including some of the most popular technologies online;\(^{40}\)
- Apple blocking the application Skype on the iPhone, which is subject to a contract with AT&T, a carrier that competes with Skype;\(^{41}\)
- Verizon, AT&T, and T-Mobile blocking Google Wallet, while all three companies are part of a competing mobile payments joint venture called Isis;\(^{42}\)
- and Comcast’s disputes with Level 3 and Netflix over termination fees and

---


congested transit. They are merely the American examples, and they occurred despite the FCC asserting continued support for network neutrality. In other countries, including democracies, there are numerous violations. In Canada, the telecommunications regulator has adopted network neutrality rules and has taken some action to enforce them against companies discriminating against peer-to-peer traffic. One telecommunications company blocked the website of a union member during a strike against the company.

There have been widespread violations in Europe. In June of 2012, the Body of European Regulators for Electronic Communications (BEREC) released a report based on an investigation into practices restricting the open internet in the European Union. It found widespread violations affecting at least 1 in 5 users. In the fixed market, “at least 21% of broadband users are affected by P2P-related restrictions, either technically or contractually.” In the mobile market, “at least 36% of broadband users are affected by P2P related restrictions, either technically or contractually.” Moreover, in the mobile market, “at least 21% of broadband users are affected by VoIP related restrictions,

---


either technically or contractually.”\footnote{BEREC, “A view of traffic management and other practices resulting in restrictions to the open Internet in Europe,” May 29, 2012, available at http://ec.europa.eu/digital-agenda/sites/digital-agenda/files/Traffic\%20Management\%20Investigation\%20BEREC_2.pdf, at p. 21.} Beyond P2P and VoIP, BEREC also found restrictions on “other specific applications (such as gaming, streaming, e-mail or instant messaging service) and, to a much lesser extent, on access to specific content and application providers.” Additionally, a “number of cases of operators giving preferential treatment to specific types of over-the-top traffic were also found (e.g. prioritising streaming and other real-time applications, HTTP, etc.).” Finally, in some mobile networks, “some cases of applications or websites which are excluded from the monthly data cap (HTTP traffic, customer care portals or applications such as Facebook).”\footnote{BEREC, “A view of traffic management and other practices resulting in restrictions to the open Internet in Europe,” May 29, 2012, at p. 8-9.} One well-known example is threatened discrimination in the Netherlands against U.S.-based Whatsapp. That threat prompted the adoption of a network neutrality law in the Netherlands within two months.\footnote{Kevin J. O’Brien, “Dutch Lawmakers Adopt Net Neutrality Law,” The New York Times, Jun. 22, 2011, available at http://www.nytimes.com/2011/06/23/technology/23neutral.html?pagewanted=all&_r=0.}

These violations are common even in the presence of disclosure rules and more robust ISP competition than available in the U.S. A recent \emph{ex parte} letter by Barbara van Schewick sets out both the theoretical argument and evidence demonstrating that ISP competition and disclosure will not deter network neutrality violations. As a theoretical matter, the “market for Internet service is characterized by incomplete customer information, product differentiation in the market for Internet access and for wireless and wireline bundles, switching costs, and, in some countries, a concentrated market structure in the market for Internet services.”\footnote{Barbara van Schewick, Ex Parte, March 3, 2014, at 6, http://apps.fcc.gov/ecfs/document/view?id=7521087925. For a full analysis, see Barbara van}
competition in stopping violations. The evidence bears out this theory, as network
eutrality violations are common even where there is competition among ISPs, including
in wireless and wireline markets in Europe.\textsuperscript{51}

In short, there have been violations in the United States and abroad, and
violations continue even with ISP competition for consumers and with disclosure rules.
An enforceable network neutrality rule is a necessary solution to this critical problem.

F. The Commission’s Rules Will Have A Global Impact

If the FCC adopts rules permitting U.S. ISPs to engage in discrimination and
impose access fees on innovative startups, then foreign nations will unleash their own
ISPs to block, discriminate against, and extract cost-irrelevant fees from American
startups. If AT&T has the right to extract fees from and discriminate among leading
American edge providers, certainly foreign ISPs will fight for the same privilege. To
some governments, network neutrality is seen as protectionism for American technology
companies. They would favor enabling their ISPs to extract rents from these companies
while propping up their local technology companies. Indeed, many foreign governments
will likely look to the FCC’s rules as a floor, and enable at least as much discrimination
permitted by U.S. laws. As a result, established American technology leaders and the
next generation of American giants will face a patchwork of fees, technical
balkanization, and veiled protectionism.

Moreover, while some foreign governments will encourage \textit{their} ISPs to extract
rents, others will attempt to lure \textit{our} entrepreneurs and engineers to build the next billion

\textsuperscript{51} Barbara van Schewic, Ex Parte, March 3, 2014, at 7, n. 17,
dollar innovations in their countries. When the *Verizon v. FCC* decision was issued, the European Union’s commissioner for the digital agenda tweeted, “Maybe I shd [should] invite newly disadvantaged US startups to EU, so they have a fair chance.”\(^52\) A few months later, the European Parliament adopted tough network neutrality rules.\(^53\) Chile has sought to attract global entrepreneurs. In 2010, Chile has launched a government initiative to encourage entrepreneurship, called Startup Chile.\(^54\) Through that program, the government has invested millions of dollars in and provided mentorship to hundreds of startups from around the world.\(^55\) The majority of the participating founders have come from the United States.\(^56\) Chile is also the first nation to adopt network neutrality regulations—passed almost unanimously with 100 votes to 1 abstention—in 2011.\(^57\)

A strong network neutrality rule adopted by this Commission will discourage foreign ISPs from discriminating against leading American technology companies, and will perhaps discourage Americans (and others) from leaving the country to build their businesses abroad.


\(^{55}\) Andrea Huspeni, “Start-Up Chile and Why Many Americans are Itching to Enter This Early-Stage Accelerator,” Entrepreneur, Jul. 2, 2013.

\(^{56}\) Andrea Huspeni, “Start-Up Chile and Why Many Americans are Itching to Enter This Early-Stage Accelerator,” Entrepreneur, Jul. 2, 2013.

\(^{57}\) Tim Stevens, “Chile becomes first country to guarantee net neutrality, we start thinking about moving,” Engadget, July 15, 2010, available at http://engt.co/1gSjKKQ; OpenMedia, “Chile: A Leader in Net Neutrality Legislation,” Available at https://openmedia.ca/plan/international-comparisons/chile.
IV. Engine Urges the Commission to Adopt Strong Rules on All Platforms

Engine urges the Commission to adopt disclosure rules, while forbidding blocking, discrimination, and the charging of termination fees. Engine urges the Commission to adopt these rules whether the abuses happen through deep packet inspection or interconnection, and to do so for fixed and mobile platforms.

A. Disclosure

We support the Chairman’s proposal to strengthen the disclosure rule, to adopt a no-blocking rule, and to adopt a nondiscrimination rule. We also encourage the Chairman to address interconnection disputes involving access carriers with termination monopolies over users, and exhort the FCC not to exclude mobile platforms from this proceeding, as mobile is now the dominant way for Americans to access the internet. We urge the Commission to determine the appropriate jurisdiction to implement these necessary rules.

We support strengthening the disclosure rule so that the Commission, the public, and technology innovators can understand what is happening within our networks, and whether and how the ISPs are engaging in discrimination. In light of recent high-profile interconnection disputes, we agree that this disclosure rule should cover the interconnection agreements between ISPs with termination access monopolies and content delivery networks (CDNs) or backbone providers.

B. No Blocking

We agree with the Commission that the FCC should adopt a rule against blocking. Permitting ISPs to arbitrarily block entrepreneurs, whether technically or...
financially, would undermine certainty, cripple investment, and harm both those entrepreneurs and consumers. The D.C. Circuit suggested defining the no-blocking rule using a minimum threshold of megabits per second available to any application. The Commission should consider a definition that ensures that ISPs do not effectively block applications in other ways, such as increasing jitter, increasing latency, or deliberately failing to upgrade transit links and other interconnection links in ways that ensure an application will not work for a small but significant number of users.

C. No Discrimination

We believe the Commission should forbid technical and commercial discrimination. ISPs should not engage in unreasonable technical discrimination, for pay or not. They should also not engage in non-technical discriminations, such as excluding some applications from bandwidth caps while subjecting others to them. Even if the FCC (wrongly) sanctions ISPs to charge edge innovators for termination, the ISPs should not be permitted to charge different, arbitrary rates to different edge innovators. To provide certainty to the market place, the FCC should adopt a bright-line non-discrimination rule that would allow ISPs and edge innovators and their investors to determine in advance which type of discriminatory conduct is prohibited by the rule. The non-discrimination rule should ban all forms of application-specific discrimination, while allowing all application-agnostic discrimination.

While ISPs should be allowed to engage in reasonable network management,

such management should be application-agnostic. The same principles that guide the non-discrimination rule should guide the Commission’s evaluation of network management practices. This is because the harm to users and innovators from exclusionary conduct is the same regardless of the network provider’s motivation, making it necessary to impose these constraints on reasonable network management.  

D. No Access Fees

We believe that the Commission should forbid access fees. In the 2010 Open Internet order, the Commission properly concluded that ISPs have not historically charged such fees, and that such fees will likely be inefficiently high and will suppress innovation and investment. As the Commission did in the 2010 Open Internet Order, the FCC should again forbid access fees and presume that payment for discrimination is unreasonable and a violation of the rules.

E. Application to In-Network Blocking or “Interconnection” Points

We believe the FCC should forbid blocking, discrimination, or access fees whether the terminating ISPs enforce such actions through deep-packet inspection (DPI) within their networks or through interconnection at the edge of their networks. From the perspective of the ends of the networks—with edge innovators on one end and consumers on the other—blocking is blocking. Historically, ISPs would block applications within their networks through DPI, as evidenced by Comcast’s blocking of


peer-to-peer uploads until 2008. But that doesn’t mean that interconnection is beyond the scope of network neutrality. The FCC’s open internet actions and orders have always been concerned with interconnection; their goal has been to ensure an “open and interconnected internet,” and interconnection concerns were among the bases of jurisdiction asserted in both the Comcast and Verizon cases. Removing interconnection from the scope of this proceeding would be at odds with that history. It would also make it more difficult for the FCC to adopt a unified view of the similar threats to innovation posed by blocking, discrimination, or access fees enforced either through DPI or interconnection.

F. Both Fixed and Mobile Access

Finally, the FCC should extend the rules to mobile broadband. The Commission in 2010 noted, “We recognize that there is one internet (although it is comprised of a multitude of different networks), and that it should remain open and interconnected regardless of the technologies and services end users rely on to access it.” Then the Commission determined that it was too early to impose the open internet obligations on mobile providers but promised to be vigilant in monitoring violations.

Today, it is clear that mobile should be covered. First, consumers spend more

---

time online through mobile connections than fixed connections. Second, as a result, many startups develop their applications on mobile first or exclusively. These startups, which have been the next wave of innovation, also need the certainty of protection from the Open Internet rules. Third, we have seen wireless violations. For example, the three wireless providers working together to launch Isis, a mobile payments service, have excluded Google Wallet, a competitor.

V. **Section 706 Cannot Support the Necessary Open Internet Rules**

In light of these necessary rules, we believe that Section 706 is not up to the task of preserving investment and startup-creation in the innovation economy.

A. **Section 706 Would Compromise the Nondiscrimination Rule**

The D.C. Circuit in *Verizon* made it clear that a general nondiscrimination rule is impermissible under Section 706 of the Telecommunications Act. Indeed, the Court suggested that the Commission would have to permit exclusive deals among edge providers and ISPs, as well as individualized decision-making in every deal. In a discussion of a hypothetical defense of the no-blocking rule that may (or may not have) persuaded the Court, the majority stated: “Verizon might, consistent with the anti-blocking rule—and again, absent the anti-discrimination rule—charge an edge provider like Netflix for high-speed, priority access while limiting all other edge providers to a more standard service. In theory, moreover, not only could Verizon negotiate separate agreements with each individual edge provider regarding the level of service provided, but it could also charge similarly-situated edge providers completely different prices for

---

the same service.” The implications are clear. Under Section 706, Verizon and other carriers must be allowed to charge edge providers, to charge them for priority, to charge only one company for an exclusive arrangement and limit *all other* providers to worse service, and charge different companies different prices for the same service. That is, the price of pursuing Section 706 appears to be a “yes-discrimination” rule.

**B. Section 706 Would Create Impossible Procedural Hurdles**

Small innovators do not have the resources to bring a case under a rule subject to Section 706’s limitations and a “commercial reasonableness” standard. Such a rule would provide no certainty and impose considerable expenses. The FCC’s data-roaming order, which survived under Section 706, was not a common carrier rule partly because it defined “commercially reasonable” using 16 different factors. These factors are not a simple checklist: they include complex economic questions regarding businesses, market dynamics regarding alternative options, and engineering issues. Each factor could require expert witnesses, including economists and engineers. In addition to these 16 factors was a final factor, for “other special” circumstances; the FCC emphasized that the factors were not “exclusive or exhaustive.”

Beyond the test, Section 706 invites as-applied challenges, as ISPs will likely argue that the FCC’s decision was in fact motivated by common carrier considerations that are impermissible under Section 706. So startups would likely face not just an FCC case, but also the certainty of appeal. Of course, these startups must undergo this gauntlet of uncertain legal actions, expert witnesses, and appeals, while being subject

---

to the discrimination, blocking, or access fees imposed by an ISP.

This kind of legal process would be death for startups. It provides the opposite of certainty or low costs. It benefits those who understand the Commission, who are long-time repeat players (like the carriers), and who have the largest pocket book and can survive a long, expensive, unclear case requiring expert witnesses.

Startups would be better off just paying carriers for access in order to avoid the nuisance of going through a lawsuit—as well as the nuisance of likely retaliation by carriers. Even worse, some startups would likely just close up shop. Essentially, this test would permit an ISP to engage in discriminatory behavior in the network, and then drag out a case before the Commission, bleeding a startup’s business both ways.

C. Section 706 Would Particularly Hurt Small Startups

If there is discrimination, it may be against the smallest, youngest companies with the least bargaining power. Indeed, we have seen that patent trolls target startups, which often lack legal advisors and resources, and extract payments for the nuisance value. 73

D. With Reclassification, the Commission Could Ensure Innovation

While the FCC is the expert on its own jurisdiction, the D.C. Circuit has suggested in both the Comcast and the Verizon decisions that reclassification would result in the Commission’s having the authority to implement network neutrality and other vital rules. The Commission would able clearly to impose rules addressing blocking, discrimination, and access fees under Sections 201, 202, and 251, rather than

watering down an order to fit within the confines of Section 706. Indeed, beginning with Section 706 and working backward to define the substantive rules is unwise. The Commission should determine the requisite rules and then determine the necessary jurisdictional questions. We believe the Commission should rely on the provisions in Title II, rather than Section 706.

VI. Conclusion

The open internet has supported massive technology innovation, thanks partly to the FCC’s actions over the past decade. Violations of network neutrality are a real threat and will become a bigger global threat unless the FCC adopts a strong network neutrality rule. The Commission should not adopt any problematic (and enormous) exceptions for interconnection or mobile access. And the FCC cannot protect an open internet under Section 706.