People ages 60+ and those with compromised immune systems are considered high risk.

**Price Chopper and Market 32**  
Open daily 7am-10 pm.  
6-7am reserved for high risk shoppers

**Shaw’s**  
Open daily 7am-8pm.  
7-9am Tuesdays and Thursdays are reserved for high-risk shoppers

**Walmart**  
Open daily 7am-8:30 pm.  
Tuesdays for one hour before store opens are for high-risk shoppers

**Family Dollar**  
Opens 8am. Closes one hour earlier than normal (varies by location)  
First hour upon opening reserved for high risk shoppers.

**Hannaford’s**  
Open daily 7am–9am, some locations close at 8pm.  
6-7 am Tuesdays, Wednesdays, and Thursdays are for high risk shoppers.

---

**Beware of criminals pretending to be WHO (World Health Organization)**

*The following is information from the World Health Organization (WHO).*

Criminals are disguising themselves as WHO to steal money or sensitive information. If you are contacted by a person or organization that appears to be from WHO, verify their authenticity before responding.
The World Health Organization will:
- **never** ask for your username or password to access safety information
- **never** email attachments you didn’t ask for
- **never** ask you to visit a link outside of www.who.int
- **never** charge money to apply for a job, register for a conference, or reserve a hotel
- **never** conduct lotteries or offer prizes, grants, certificates or funding through email.

The only call for donations WHO has issued is the COVID-19 Solidarity Response Fund, which can be found at www.who.int. Any other appeal for funding or donations that appears to be from WHO is a scam.

Beware that criminals use email, websites, phone calls, text messages, and even fax messages for their scams.

You can verify if communication is legit by contacting WHO directly. Contact information and directions on reporting a WHO-related scam can be found at www.who.int

**Phishing: malicious emails appearing to be from WHO**
WHO is aware of suspicious email messages attempting to take advantage of the COVID-19 emergency. This fraudulent action is called phishing.

These “Phishing” emails appear to be from WHO, and will ask you to:
- give sensitive information, such as usernames or passwords
- click a malicious link
- open a malicious attachment.

Using this method, criminals can install malware or steal sensitive information.

Please only visit trusted sources online.

COVE recommends the following:
Vermont Dept of Health - https://www.healthvermont.gov/
Centers for Disease Control (CDC) - https://www.cdc.gov/
World Health Organization (WHO) - https://www.who.int/

The Community of Vermont Elders is committed to keeping older Vermonters safe and well-informed. We will continue to share new information as we learn it. Our staff is working remotely. If you have questions, call or email Marichel Vaught at: 802-595-9872 or marichel@vermontelders.org.