STATEMENT OF
ALBERT FOX CAHN, ESQ.
LEGAL DIRECTOR
COUNCIL ON AMERICAN-ISLAMIC RELATIONS, NEW YORK, INC.

BEFORE THE
COMMITTEE ON PUBLIC SAFETY
NEW YORK CITY COUNCIL

FOR A HEARING CONCERNING
OVERSIGHT – ABOLISH ICE
PRECONSIDERED INT – IN RELATION TO PROHIBITING NEW YORK CITY
FROM CONTRACTING WITH ENTITIES ENGAGED IN IMMIGRATION
ENFORCEMENT

PRESENTED
Thursday, September 6, 2018
Good morning, my name is Albert Fox Cahn, and I serve as the Legal Director for the New York Chapter of the Council on American-Islamic Relations (“CAIR-NY”). CAIR-NY is a leading civil rights advocacy organization for the Muslim community here in New York City and across New York State. I speak in support of the pre-considered introduction, prohibiting City contracts with immigration enforcement entities. We are proud to partner with the Council and community leaders to confront discriminatory immigration enforcement agencies that operate without transparency, public accountability, or adherence to the basic rule of law. After all, these dehumanizing efforts are often aimed at Muslim New Yorkers and other historically marginalized communities.

While the pre-considered initiative is a crucial step, it is just one of many needed to protect our city from the Trump Administration’s campaign against immigrant communities. Crucially, the Council must also address the myriad of ways that the New York City Police Department (“NYPD”) directly and indirectly aids U.S. Immigrations and Customs Enforcement (“ICE”). Yes, the City's laws bar NYPD officers from enforcing immigration laws, but they still can collect the information ICE uses to target so many New Yorkers.

At the start of this year, Mayor Bill de Blasio reiterated his promise “that our police officers and employees will not be a part of a federal deportation force.” However, just a few months later, we learned that ICE’s New York office targeted individuals fingerprinted by the NYPD, demanding that these New Yorkers appear at ICE’s office, and placing many in deportation proceedings. City leaders widely denounced the letters as a “new low”, but they are just one example of how the NYPD can aid ICE’s campaign against immigrant New Yorkers.

The NYPD’s sweeping surveillance of communities of color is innately intertwined with immigration enforcement; it is impossible to address one without addressing the other. The NYPD’s deployment of novel and highly invasive surveillance technologies potentially give ICE new ways to track thousands, even millions of New Yorkers. Just today, news broke that the NYPD provided IBM with video footage of thousands of New Yorkers, images taken without their knowledge or consent. IBM allegedly used the footage to improve its artificial intelligence software’s ability to racially profile individuals.


The NYPD was able to deploy tools like “stingrays,” fake cell towers that collect sensitive location and communications data.\(^4\) Like many of the NYPD’s new tools, stingrays spy not only on the target of an investigation, but also on untold numbers of innocent bystanders.\(^5\) Without accountability and transparency for the collection, retention, and sharing of the data of New York citizens, there can be no meaningful commitment that ICE does not have access to that data, and no way to assure that New York City is not empowering the federal deportation force.

In another alarming case, earlier this year, NYPD renewed a contract with the private firm Vigilant Solutions, exchanging information from automated license plate readers. While any such partnership raises serious concerns, such concerns intensified following reports in January that ICE had contracted with the very same vendor to gain access to real-time license plate information from across the country.\(^6\) The use of private companies as intermediaries for data collection allows ICE to circumvent sanctuary city restrictions, potential making New York’s license plate technologies a tool for immigration enforcement.\(^7\) We have been given assurances that the NYPD contract protected New Yorkers’ location data, and I appreciate those promises, but we need more than assurances, we need comprehensive protections for immigrant New Yorkers.

While we know about license plate readers, the NYPD purchased countless other tools with private and federal funds, circumventing any disclosure to the lawmakers we depend on to oversee our police forces. One measure that CAIR-NY supports in response is the POST Act, which would be an important step forward in the stand against abusive immigration enforcement practices, and would do so by strengthening police oversight, promoting public safety, and safeguarding New Yorkers’ privacy rights.

Under the POST Act, the NYPD must issue an “impact and use policy” report when choosing to use a new surveillance tool.\(^8\) This report must describe the technology, rules, and guidelines for the use of


\(^5\) Id.


\(^8\) N.Y. CITY COUNCIL 1482 § 1 (N.Y. 2017), ch. 1, 14 ADMIN. CODE OF N.Y.C. § 14-167(b) (as proposed)
that technology, and safeguards for protecting any data collected. The City Council and the people of New York City would then be allowed to provide feedback on such an acquisition. Thus, the POST Act strikes a delicate balance, requiring sufficient information to ensure oversight, while protecting operational details, sources, and methods.

The POST Act will benefit all New Yorkers, but it will offer particularly powerful protection for our Muslim neighbors. For years, Muslim New Yorkers have faced a pattern of unjust and unconstitutional NYPD surveillance. Specifically, the NYPD's Intelligence Division engaged in extensive, suspicionless surveillance of majority Muslim neighborhoods and Muslim families. Additionally, NYPD officials have conducted blanket surveillance of entire mosques, surveilling men, women, and children for nothing more than practicing their faith. Some local businesses were even classified as “place[s] of concern” for nothing more than having customers of Middle Eastern descent.

In addition, Muslim New Yorkers who opened their doors to law enforcement, hoping to help their community, frequently were rewarded with suspicion and surveillance. In one example, Sheikh Reda Shata welcomed FBI agents and NYPD officers into his mosque, trying to build a bridge between the community and law enforcement, but was nonetheless monitored by an undercover police officer.

These tragic accounts are not anomalous, they reflect an ongoing pattern of discriminatory police conduct. According to the Office of the Inspector General for the NYPD (“OIG”), over 95% of recent NYPD political and religious investigations targeted Muslim individuals and organizations.

---

9 Id. at 14-167(a) (as proposed)

10 Id. at 14-167(e-f) (as proposed)
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The pattern of discriminatory surveillance is completely at odds with the fact that the overwhelming majority of terrorist attacks in the United States are committed by right-wing extremists and white supremacists. Let me repeat that fact, since it is so often lost in our media environment: right-wing extremists and white supremacists commit the overwhelming majority of terrorist attacks in the United States. That is not CAIR-NY’s finding; that is the conclusion of groups ranging from the Anti-Defamation League, to the Southern Poverty Law Center, to the U.S. General Accountability Office.16

In contrast to the undercover practices documented above, the novel NYPD surveillance practices governed by the POST Act often are completely invisible to the target, making them much more dangerous to our freedom of speech and religion. The need for oversight is only heightened by the NYPD’s clear track record of disregarding those few existing restrictions on surveillance of protected First Amendment activity. According to the OIG, over half of NYPD intelligence investigations continued even after the legal authorization for them expired.17 Also, the OIG found that the NYPD frequently violated legal guidelines governing these investigations in other ways, such as through its use of boilerplate language in undercover officer authorization forms.18

Unfortunately, last year’s sanctuary city privacy laws, Initiatives 1557-A and 1588-A, largely exempted the NYPD from the privacy guarantees that many hoped would safeguard immigrant New Yorkers. These bills enacted comprehensive protection against information-sharing with third parties, including the federal government, but then completely exempted the NYPD from their terms.19 We must not replicate that oversight.

Ultimately, while the pre-considered initiative today is a crucial step, it is just one of many needed to protect our city from the Trump Administration’s campaign against immigrant communities. The Council must also address the myriad of ways in which the NYPD assists ICE. I thank you for giving its investigation, the OIG reviewed a random selection of 20% of cases closed or discontinued between 2010 and 2015 of each case type. Id. at 14.


18 Id. Such conduct undermines the ability of independent bodies to effectively review police compliance with legal guidelines. Id. at 2.

19 N.Y.C. Admin. Code. § 23-1202(d)(1)(a) “This subdivision shall not require any such notification where the collection or disclosure is by or to the police department in connection with an open investigation of criminal activity;”
me the opportunity to address these urgent issues, and I look forward to working with the Council to safeguard the rights all New Yorkers targeted by the President’s deportation initiatives.