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Good morning, my name is Albert Fox Cahn, and I serve as the Executive Director for the Surveillance Technology Oversight Project (“STOP”). STOP advocates and litigates the privacy rights of New Yorkers impacted by suspicionless, warrantless surveillance. I commend the committee and Chairman Koo for today’s hearing; for bringing much-needed attention to the fight for governmental transparency.

For the past year, I’ve have been proud to partner with the City as part of its Automated Decision Systems Task Force, meeting with City leaders, academics, and advocates to shape recommendations for the future role of artificial intelligence in New York City Government. As part of my role in the task force, I have noted that while Transparency is crucial in every area of government, it is nowhere more vital than in policing, where mistakes can quickly rob New Yorkers of their liberty, or even their life.

As part of today’s hearing, I urge the committee to note the urgent need for greater transparency of New York City Police Department (“NYPD”) surveillance practices, especially those tools that use artificial intelligence and other automated decision systems. Specifically, I speak today in support of the POST Act¹, which would be an important step forward in strengthening police oversight, promoting public safety, and safeguarding New Yorkers’ privacy rights.

Historically, the NYPD deployed novel and highly invasive surveillance technologies in ways that circumvented democratic oversight and accountability. The NYPD used private and federal funds, without any disclosure to the lawmakers we depend-on to oversee our police forces. With this unaccountable funding, the NYPD was able to deploy tools like “stingrays,” fake cell towers that collect sensitive location and communications data.² Like many of the NYPD’s new tools, stingrays spy not only on the target of an investigation, but also on untold numbers of innocent bystanders.³

Let me be clear, the POST Act does not prohibit the NYPD from using new surveillance tools. Rather, it merely secures this Council’s indispensable role in reviewing when and how such tools are deployed. Under the POST Act, the NYPD must issue an “impact and use policy” report when choosing to use a new surveillance tool.⁴ This report must describe the technology, rules, and guidelines for the use of that technology, and safeguards for protecting any data collected.⁵ The City

³ Id.
⁴ N.Y. CITY COUNCIL 1482 § 1 (N.Y. 2017), ch. 1, 14 ADMIN. CODE OF N.Y.C. § 14-167(b) (as proposed)
⁵ Id. at 14-167(a) (as proposed)
Council and the people of New York City would then be allowed to provide feedback on such an acquisition.\(^6\) Thus, the POST Act strikes a delicate balance, requiring sufficient information to ensure oversight, while protecting operational details, sources, and methods.

Civilian oversight of policing and intelligence gathering is not only a fundamental American value, it is essential for effective policing. As then-President Obama’s Task Force on 21st Century Policing found, “[[l]aw enforcement agencies should establish a culture of transparency and accountability in order to build public trust and legitimacy.”\(^7\) The NYPD’s current procurement methods are not only undemocratic, but they harm the NYPD’s very mission of promoting public safety.

The POST Act will benefit all New Yorkers, but it will offer particularly powerful protection for our Muslim neighbours. For years, Muslim New Yorkers have faced a pattern of unjust and unconstitutional NYPD surveillance. Specifically, the NYPD’s Intelligence Division engaged in extensive, suspicionless surveillance of majority Muslim neighbourhoods and Muslim families.\(^8\) Additionally, NYPD officials have conducted blanket surveillance of entire mosques, surveilling men, women, and children for nothing more than practicing their faith.\(^9\) Some local businesses have even been classified as “place[s] of concern” for nothing more than having customers of middle eastern dissent.\(^10\)

The facts are clear, the NYPD is engaged in widespread, discriminatory policing practices. According to the Office of the Inspector General for the NYPD (“OIG”), over 95% of recent NYPD political and religious investigations targeted Muslim individuals and organizations.\(^11\) The
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\(^6\) Id. at 14-167(c-f) (as proposed).


\(^9\) Apuzzo & Goldstein, supra note 7.
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pattern of discriminatory surveillance is completely at odds with the fact that the overwhelming majority of terrorist attacks in the United States are committed by right-wing extremists and white supremacists. Let me repeat that fact, since it is so often lost in our media environment: right-wing extremists and white supremacists commit the overwhelming majority of terrorist attacks in the United States. That is not the findings of partisans, that is the conclusion of groups ranging from the Anti-Defamation League, to the Southern Poverty Law Center, to the U.S. General Accountability Office.\(^\text{12}\)

In contrast to the undercover practices documented above, the novel NYPD surveillance practices governed by the POST Act often are completely invisible to the target, making them much more dangerous to our freedom of speech and religion. The need for oversight is only heightened by the NYPD’s clear track record of disregarding those few existing restrictions on surveillance of protected First Amendment activity. According to the OIG, over half of NYPD intelligence investigations continued even after the legal authorization for them expired.\(^\text{13}\) Also, the OIG found that the NYPD frequently violated legal guidelines governing these investigations in other ways, such as through its use of boilerplate language in undercover officer authorization forms.\(^\text{14}\)

In light of the foregoing, we urge this City Council to enact the POST Act. This legislation will provide vital transparency for the NYPD’s acquisition of, and use of, surveillance technology. I thank you for giving me the opportunity to address these urgent issues, and I look forward to working with the Council to safeguard the rights of Muslim New Yorkers in the months and years to come.
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