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INTRODUCTION

Building on Brodeur and Dupont's opening chapter on knowledge-based policing, this chapter argues that their conceptualization of knowledge (as it applied to policing) can be further disaggregated into "old" and "new" knowledge. Old knowledge consists of information which has been traditionally respected within the realms of law enforcement and relates to the activities of criminals. It is knowledge gleaned through traditional law enforcement techniques such as informant handling, investigation and investigative interviewing. I argue here that a new kind of knowledge has evolved due to the rapid digitization in the last 20 years, a greater understanding of crime and police effectiveness in combating and reducing crime, and a new era of accountability. This "new" knowledge is represented by a broader interpretation of intelligence and encompasses approaches such as crime mapping, trend and demographic analysis, and strategic intelligence using open source information. Unlike old knowledge, the new intelligence is held by people who rarely leave the police station and who might also be civilians in a sworn world. This slow paradigm shift on what information is perceived as significant and valuable has taken most police agencies into uncharted territory both culturally and organizationally, and has the potential to change the dynamics of long-held notions of value and worth within policing. These challenges to the traditional hegemony are discussed in the chapter. The chapter starts by outlining old and new knowledge, and then considers their place within the framework of current law enforcement structures, structures that are not necessarily efficiently organized to funnel crime analysis and criminal intelligence to the right people.

In the opening chapter of this book, Jean-Paul Brodeur and Benoit Dupont articulate many of the problems associated with defining knowledge, an essential component of any attempt
to characterize the current trend in law enforcement management as a knowledge-based paradigm. They are also right to suggest that we are not yet at the stage where knowledge (in its various manifestations) forms the dominant influence to a police decision maker’s strategic operations, though this is a developing possibility. The current situation is probably such that there is a slow, but growing, realization that information and knowledge management are central to effective policing decisions. Brodeur and Dupont are right to be a little cautious in their appraisal. It would be easy to gaze into the future and envisage a policing nirvana, where policing decisions would be centred on a thorough grounding in effective tactics, a comprehensive view of the criminal environment based on an integration of crime analysis and criminal intelligence, a complete understanding of criminological theory and the crime reduction principles of environmental criminology, and where police and other non-law enforcement partners in the crime prevention milieu interact through equal and mutually beneficial partnerships. But this is a goal that is still quite distant for a few communities, and may remain a complete fantasy for most.

This chapter aims to build on the work of Brodeur and Dupont by exploring some of the predominantly internal issues surrounding the development of knowledge within local law enforcement agencies. In particular, the chapter will explore changes that have occurred in the management of information within police departments over the last 20 years or so. Here the emphasis will be more on local concerns with high volume crime, rather than the terrorism and high policing (Brodeur, 1983) concerns from the first chapter. It is argued that there has been a dominant form of knowledge, long respected and revered in law enforcement, centred on information known about offenders. The dominance of this “old knowledge” has been recently challenged by the growth of a “new knowledge”, one that focuses more on the crime event rather than the criminal. This new challenger provides opportunities for police departments to respond better to crime, but also causes a myriad of problems for organizations. Problems which police departments have yet to fully embrace and resolve. The move from the old “criminal knowledge” to a more embracing “crime knowledge” is rife with organizational and cultural issues for police departments, some of which will be discussed in this chapter. However, before getting to that point, some clarity as to old and new knowledge is required.

OLD KNOWLEDGE

To better understand the new challenges for intelligence-led and knowledge-based policing, it may be useful to explore the existing hierarchical structure of knowledge value in the policing domain. While knowledge is power, not all knowledge is equal. Modern policing had hardly been in operation long before certain types of knowledge were being prized above others. Although London’s Metropolitan Police was founded in 1829 on the principle of crime prevention as the primary motive for police operations (Mayne, 1829), the introduction of detectives and plain clothes personnel changed the dynamic considerably. Indeed it has been argued that the move away from crime prevention to a preoccupation with detection began with the hiring of the first plain-clothed “intelligent men” in the early 1840s, hired to investigate and recover stolen jewellery (Ross, 2005). A terrorist bombing in London in 1867 sparked the creation of the first formal detective department, and although originally viewed by the public with suspicion, the detective role has been on the rise ever since (Audit Commission, 1993). By 1963 every force in England and Wales had a detective bureau and since that time policing has tended to idolize detectives and rewarded them for their knowledge of the criminal environment, and of offenders in particular. In a culture where knowledge is power (Eriason & Haggerty, 1997, p. 317), the power that has traditionally been respected, treasured and retained by individual officers has been knowledge that can solve individual cases. As a result, the detective function – a function which emphasizes the case-specific and investigative facet of law enforcement – has become a prized position within policing. Along with its elevated status, the position has a number of perks for detectives, such as an associated reward structure and significant public recognition. All of this is based largely on a myth of specialized knowledge retained by the detective and withheld from the rest of the police department. I say myth, because there is evidence that many investigative practices have largely remained stagnant over the last 30 years, and the increase in the use of investigative technologies within policing (such as automated fingerprint identification, DNA analysis and computerized databases) has not apparently provided a discernable benefit to clearance rates for most agencies. Researchers lament that:

It is ironic that these advances have not been accompanied by a corresponding improvement in investigative effectiveness, except perhaps in the most visible but relatively infrequent situations. Thus, while technology is playing an increasingly influential role in the criminal investigation process, it for the most part remains supportive of and reliant upon the relationship between the public and the police in solving crime (Horvath, Meising & Lee, 2001, p. 8).

Thus the search for improved investigations has always relied on the relationship between police officers, victims and offenders, with detectives seeing their pivotal role as managing the relationship between police and offenders, a relationship that revolves around information gleaned through interviews with arrested suspects and confidential informant handling. While operational security has often been cited as the reason for keeping information secret, the simple reality is that personal advancement is usually the reason, as information can often be translated into arrests – and a good arrest record can be translated into personal success. For example, arrests were for many years in the Metropolitan Police the primary way to advance within the detective ranks. Officers who were aides to the Criminal Investigation Department could demonstrate their worth and in doing so earn a place on a CID course, and so become a detective (Grieve, 2004).

Respect was therefore accorded to a “good thief-taker” or a cop who had a nose for nicking villains. In patrol cars, canteens and offices across the land, respect fell to those that knew the streets, had a feel for villainy, and who had a snout or two who could tell them what was going on. As Flood notes (at least in relation to the UK):

By and large, intelligence gathering from the 1960s onwards was more art than science with most collection capability consisting of the use of informants whose exploitation was usually immediate and sometimes dependent upon the personal insights, priorities and personal determination of the informant handlers. Intelligence activity in most police forces had exclusively short term operational objectives (Flood, 2004, p. 40).

While there will always be a place for arresting prolific offenders, the emphasis on detection and the value of success in individual investigations has, until recently, completely overshadowed the original preventative role of policing. As detectives have risen through the ranks by being able to demonstrate good police work through arrests, they have in turn reinforced the importance of an impressive arrest record as the way to advance within the sworn ranks: both by their promotion choices for junior staff and by their personal examples. In contrast, the field of crime prevention – where results are hard to prove and rarely end in arrests – has lamentably become an exile from mainstream policing for the unambitious, the idealistic, and the unpromotable.
A corollary of this general trend within law enforcement has meant that the emphasis on individual case investigation has tended to warp the meaning of intelligence within policing. The International Association of Law Enforcement Intelligence Analysts defines intelligence as "the product of systematic gathering, evaluation, and synthesis of raw data on individuals or activities suspected of being, or known to be, criminal in nature. Intelligence is information that has been analysed to determine its meaning and relevance. Information is compiled, analysed, and/or disseminated in an effort to anticipate, prevent, or monitor criminal activity." (IALEIA, 2004, p. 37). This definition emphasizes the individual case-specific nature that is the reality of much criminal intelligence analysis. While there exists a range of application areas for criminal intelligence across an array of tactical, operational and strategic theatres (Ratliff, 2004), most frontline police officers simply interpret the term intelligence as synonymous with covert information. Civilian (and sworn) staff hired and paid to take covert photographs of suspects or transcribe recorded telephone conversations have been hired as "analysts" to gather "intelligence" though they perform no analysis and simply create covert information for detectives investigating single cases or a series of linkable offences, all for the sole purpose of effecting an arrest and prosecution. This misrepresentation of the term perpetuates the myth that if information cannot be used to crack a case, it is not intelligence. This pervasive view has remained surprisingly steadfast, even when evidence of the relative ineffectiveness of individual investigations to long-term crime reduction efforts has been documented, with some researchers expressing the view that "progress in police criminal investigative efforts remains largely isolated from broader police efforts to respond more effectively, more efficiently and more resolutely to the crime problem in general" (Horvath, Meessig & Lee, 2001, p. 9).

Nowhere is this view more noticeable than in the area of strategic criminal intelligence, an area where many intelligence analysts are still required to "sell" their product and work to themselves and their wares attractive to decision makers (Nicholl, 2004; Sheptycki & Ratliff, 2004, p. 196). Even though intelligence-led policing has advanced considerably in the UK, Sheptycki's review of strategic intelligence still found as notable the "status and prestige held in an effort to the pre-eminence of which has inhibited intelligence-led policing by converting 'intelligence' into 'detections'" (Sheptycki, 2004b, p. v). Strategic intelligence is analysed information that aims to provide "insight or understanding, contributing to decisions on broad strategies, policies and resources, directed to achieving long-term organisational objectives" (ACS, 2000, p. 5). As such, it is hardly of interest to many frontline officers. Unfortunately, that view still remains when some of those frontline officers become executives, perpetuating the value of traditional knowledge best used to solve cases. When commanders in three New Zealand police districts were interviewed, none of them felt that they should be the clients for crime analysis and criminal intelligence, feeling that lower ranks were more appropriate levels for that type of analysed information (Ratliff, 2005). It is likely that this view was based on their perception that criminal intelligence was simply an investigative tool that would be of little value in their broader roles as decision makers.

They do however/rather confuse matters by having separate definitions for crime pattern analysis (a process that looks for links between crimes and other incidents to reveal similarities and differences that can be used to help predict and prevent future criminal activity). Criminal analysis (the application of analytical methods and products to raw data that produces intelligence that can be used to anticipate, prevent, or monitor criminal activity). (IALEIA, 2004).

Until recently therefore, criminal intelligence has been mislabelled as an adjunct to investigations, as a poor cousin languishing in the shadow of the detective who is still the family favourite. This even when, at least in the US, only a minority of agencies (39%) provide any training for newly appointed investigators (and when they do it is less than two weeks in duration), and only slightly more than half of police departments require their detectives to undergo refresher or additional training (Horvath, Meessig & Lee, 2001). The old knowledge has therefore been that which is secret, case-specific, officer-focused and locked inside the heads of detectives or good "thief-takers". Intelligence-led policing still recognizes the value of the old knowledge, but also seeks to integrate it with new knowledge, knowledge that comes from very different sources. The next section explores these new forms of knowledge.

**NEW KNOWLEDGE**

If case-specific, covert information that can be directly applied to solving investigations is the old knowledge, what then is the new knowledge? To understand the new information areas available to the police, it is helpful to look at three drivers for change: the rapid digitization in the last 20 years, a greater understanding of crime and police effectiveness in combating and reducing crime, and a new era of public accountability.

The digital age has impacted both sides of the crime equation, increasing opportunities for, and methods of, criminality while simultaneously creating opportunities for police departments to better understand patterns of crime and the bigger picture of police operations by acting as a retrievable repository of information that shrewd departments can analyse and model. Police departments have reacted to the digitization of police record keeping with variable levels of enthusiasm, with police chiefs ranging from the pioneering enthusiast to the downright Luddite. In many cases, the introduction of new technologies has met with problems, such as the chronic obsolescence of many systems, systems which take ages to introduce, to the resistance of officers unfamiliar with new technology and fearful of the implications for assessment of competence (Eriksen & Haggerty, 1997, pp. 432-3).

Digitization of police data has, however, enabled a whole breed of new crime analysts to access and analyse recorded crime data, offender information and explore patterns in local crime activity. Policing was ripe for digitization. As early as the 1920s, detectives in London's Metropolitan Police were using a card index of local thieves to target for arrest (Greve, 2004) and as currently as the mid-1980s your current author (as a young constable) used a faded photograph glued to the back of a collaborator's card to identify and arrest (while off-duty no less!) a man wanted for murder in the East End of London. Card "intelligence" are still in use in many places, though have been generally replaced as the limitations of such rudimentary devices have become clear. Intelligence databases are now more digital, searchable and national. As recently as 1985, police stations in London were using paper records to manage calls for service. Now, locally recorded police data, when
such as calls for service and crime reports, are digitally recorded and available for analysis by the more advanced police departments, analyses that can incorporate non-police data sources such as census data, or crime distributions from neighbouring police departments. Crime analysts, unheard of in most departments 20 years ago, are now becoming predictors of the new knowledge, knowledge that relies less on individual knowledge gleaned about offenders, and more about offending patterns. The new knowledge is therefore less about criminals and more about crime. And it is also about the computer technical prowess required to manipulate this new, rich information source. While most officers could figure out a card index, complex searches of relational databases requires a little more digital prowess. However, this knowledge would be of little value if crime was a random phenomenon. For crime patterns to be deemed "knowledge" requires a greater understanding of crime from a theoretical perspective, and this has been provided by crime researchers and analysts, especially from the field of environmental criminology.

Greater digitization has increased the flow of raw information available to crime researchers interested in patterns of crime and the range of possible responses. In the last 30 years, environmental criminology has grown to be a substantial field within its own right. Environmental criminology, and related approaches such as crime science (see, for example; Laycock, 2001), worries less about the causes that lead an individual to engage in a life of crime, and is more concerned with the dynamics of the crime event itself and what conditions of the crime target or local environment can be ameliorated to prevent repetition. In this way, environmental criminology demonstrates significant differences in philosophical approach to mainstream criminology (Clarke, 2004). This more practical focus has led to a wealth of knowledge about spatial and temporal patterns of crime over the last couple of decades. For example, environmental criminologists have mapped the extent of routine activity theory (Cohen & Felson, 1979; Felson, 1998), the rational choice perspective (Clarke & Felson, 1993; Cornish & Clarke, 1986) and crime pattern theory (Brantingham & Brantingham, 1993a, 1993b) to arrive at a range of practical crime-reduction and detection tactics. Such tactics include situational crime prevention (Brantingham & Brantingham, 1990; Clarke, 1997; Newman, 1997), geographic profiling (Cantu et al., 2000; Rossmo, 2000), and a body of knowledge about reducing crime at specific places (for a good summary see Eck, 1998). Many of these strategies are woven together under the banner of problem-oriented policing (Braga et al., 1999; Goldstein, 1990; Leigh, Read & Tilley, 1996). What differentiates problem-oriented policing from a more traditional approach to law enforcement is the emphasis on long-term problem solving, requiring a different type of analysis and a more strategic view of the use of information.

This growing need for strategic information has added value to the new knowledge provided by crime analysts. The information created by well-trained crime analysts has therefore become valuable as a result of a growth of work that explains how crimes are committed. Where crime analysts have value and their knowledge is prized is, in part, due to the work of environmental criminologists and crime scientists. It is also in part due to the need for police departments to better account for their activities, a role that mainstream criminology could never fulfil.

It is probable that the increased enthusiasm to make the police more accountable is a direct result of greater digitization of police data. It was always difficult to hold police accountable when there were no benchmarks or measures of their activity. That time has now gone forever. Research suggests that much of the data recorded by police is not used by the police but is now provided to external institutions (Ericson & Haggerty, 1997). Some of these institutions have an oversight role over policing, and the provision of data in the new information-rich world of the digital age has created a huge accountability industry in the policing arena. The push for accountability within a framework of what was described as a general trend towards a new type of public management (Crawford, 1997) left police managers struggling to manage the range of areas to which they were deemed responsible (Fleming & Lafferty, 2000; Serpas, 2004; Sheptycki, 2002).

All of this has driven the creation of a new type of analyst, one who rarely leaves the police station, who rarely (if ever) has contact with offenders, who is often regarded as a second-class citizen of the police world, yet is one who is the gatekeeper to new knowledge about police activity and an essential part of the measurement of police success in a risk-adverse environment.

In this context, I therefore define the new knowledge as that which relates to information about crime events, patterns and themes that run through what can initially appear to be random events, and is knowledge that is more relevant to resource management and operational priorities than case support and individual investigations. The skills and types of analyses that can explore these broader patterns are very different to the skills necessary to collect the traditional wisdom. Crime-centric knowledge requires collective dexterity, analytical ability, database management and reporting skills, and can be conducted largely in an office environment. In many respects, this all runs as an anathema to the traditional, offender-centric knowledge that recognized skill in manipulating and managing informants, and respected knowledge based on a long history working in one area and getting to know the characters and offenders in that geographical region. As such, it is noticeable that old knowledge has a tendency toward the parochial – new knowledge skills are transferable and portable. This may be a significant advantage in the modern workplace where employees no longer spend their entire career at the same location and in the same job.

Prior to intelligence-led policing, the new knowledge was central to the development of both problem-oriented policing and CompStat. Problem-oriented policing requires police agencies to analyse new knowledge in order to scan for problems, analyse the problems, and to assess the results of police attempts to reduce crime (Eck & Spelman, 1987; Scott, 2000) while CompStat uses digital crime data almost exclusively in order to create a management accountability process (McGuire, 2000; Serpas, 2004; Walsh, 2001; Willis et al., 2003). However, the success of the new knowledge in these environments has not been as great as some have hoped. Problem-oriented policing is still to become a mainstream police activity irrespective of the high levels of adoption from a few police forces (Scott, 2000) and while CompStat has grown to, if not mainstream status then certainly celebrity status in the US (Firman, 2003), little is yet known about its effectiveness for crime reduction (Moore, 2003). The mapping component of CompStat meetings is often rudimentary and point-focused, such that while CompStat does use new technology and data sources recorded digitally, it often does so in a tactical manner, eschewing more long-term strategic goals in favour of ameliorating patterns of dots rather than exploring long-term problems.

Intelligence-led policing is an attempt to unite new and old knowledge. To fully understand the development of intelligence-led policing and its aim of combining a general understanding of crime problems with information on recidivist offenders and central players in the criminal milieu, it is helpful to have an impression of how information-led initiatives have led us to the current situation.
INTELLIGENCE-LED POLICING: THE BEST OF BOTH WORLDS?

Intelligence-led policing did not appear from thin air. A number of different paradigms preceded intelligence-led policing, as already stated. For example, the community policing paradigm that swept US policing in the 1980s and 1990s provided a fertile ground for a more information-driven approach to community safety. Although community policing is a rather protein concept within law enforcement, it can be summarized as a philosophy and strategy that seeks to increase the level of contact between the police and the local population. Ideally, contact with the public is directed towards operational priorities that are dictated through an increased information processing requirement on the part of the police. What separates this information processing requirement from the information demands of previous eras is the requirement to analyse “information from domains that had previously been either ignored or neglected” (O’Shea & Nicholls, 2002, p. 2). As such, police are required to identify and correct “problems” in the community, and the requirement to identify problems has been a driving force for increased information processing, not just within community policing, but also with the growth of problem-oriented policing.

Along with the Broken Windows hypothesis of Wilson and Kelling (1982), Herman Goldstein’s problem-oriented policing philosophy (Goldstein, 1990) has been credited with “discovering” community policing (Oliver & Bargas, 1998). Problem-oriented policing has a significant information-processing requirement, especially at the scanning, analysis and assessment stages of the methodology, as commonly defined with the SARA method (Eck & Spelman, 1987). Problem-oriented policing places a significant responsibility on crime analysis to drive the problem identification and response evaluation process. However, problem-oriented policing, while growing in popularity, has so far failed to achieve the status of mainstream practice in both the UK (Townsley, Johnson & Pease, 2003) and the US (Scott, 2000). One cause of the slow diffusion of problem-oriented policing has been the lack of sufficiently trained crime analysts to assist with both problem-oriented policing and intelligence-led policing (Clarke, 2004).

Intelligence-led policing grew in the UK in the wake of two influential government reports by the Audit Commission (Audit Commission, 1993) and the Home Office (HMIC, 1997). These reports lamented the reactive focus of British police and sought to shift this focus to a more proactive stance that focused more on the criminal than the crime. This drove the development of a policing strategy (intelligence-led policing) that concentrated on the use of informants and intelligence analysis to identify problem areas and recidivist offenders (Christopher, 2004). The conceptual framework of intelligence-led policing is now enshrined in the UK National Intelligence Model (NIM), a business plan for police that concentrates on targeting offenders, the management of crime and disorder hot spots, the investigation of linked crimes and incidents (series), and the application of a range of preventative measures (Plood, 2004; NCIS, 2000).

As Brodeur and Duport (2006) argue, intelligence-led policing also grew from the development of information as a fundamental resource in policing, and the realization (probably a reluctant one on the part of some police officers) that policing is a networked activity, where there are many participants, both within and without the uniform branch, who contribute to law and order. This network has always been recognized by intelligence analysts who have relied on informal networks to provide the information snippets that were often held up in bureaucratic information bottlenecks, inter-agency turf wars, or the myriad other ways that vital information is not communicated. Indeed, while a strength of the law enforcement intelligence world has been the way that informal information mechanisms have often filled the breach when formal approaches to information sharing failed, this resulted in an unintended consequence when police services attempted to formalize intelligence-led policing. In the UK, this has occurred through the introduction of the NIM (NCIS, 2000). Prior to the NIM, the use of informal information transfer systems had negated the need for formal systems and once the NIM was introduced, there were a number of teething problems, some of which may be attributable to the imposition of a formal structure on what had, for many years, been a relatively informal business. Suddenly there were formal information mechanisms and organizational collaborations to be structured and quantified, yet all of this was being imposed on a policing system that was unfamiliar with the subtleties of the underlying constructs of intelligence, existing as it was in an intelligence “lacuna” (Christopher, 2004).

The NIM holds out the promise of a more objective, problem solving focused approach to policing problems, and has grown to have a broader mandate than just the “hi-tech” policing functions of regional and international organized crime threats (Oakensen, Mockford & Pascoe, 2002; Tilley, 2003). With the inclusion of volume crime as a key target of the NIM from the start, the opportunity to integrate the new knowledge with a resurgent interest in the old (intelligence-based) knowledge has held out the panacea of an integrated, objective analysis of the criminal environment driving policing priorities. However, policing is beset by fads, and there is recent evidence in the UK that the police are moving away from a single intelligence focus towards a more community-oriented “reassurance” model (Maguire & John, 2006). Maguire and John may be right when they argue that the NIM can survive the move to a more neighbourhood-type model of policing, and that the retention of the NIM might provide a more objective framework to future changes in policing priorities. However, the time will inevitably come when there is conflict between community concerns and the evidence from objective crime and intelligence analysis. If the priorities of the former are taken over the latter, then the NIM may continue to be a business model for policing, but it may cease to be an intelligence-led model. The next section considers the challenges facing the development of intelligence-led policing.

KNOWLEDGE-RICH OR JUST INFORMATION-RICH?

The challenges facing an integration of criminal intelligence and crime analysis – the old and the new – are not insignificant. Even though recent publications emanating from the Home Office suggest that there will be a premium on intelligence and expertise in the policing environment of the future (HMIC, 2005), there are challenges that are technological, organizational and cultural (Ratcliffe, 2007).

Technological Concerns

Attempts to move forward with an integration of new and old knowledge are running into significant technological barriers, due to a degree of incompatibility of the types of information required to feed the knowledge structures. Crime analysis is inherently spatial with a near one-to-one relationship between crimes and locations. Criminal intelligence
is less distinct. Offenders offend in a variety of places, live at different locations — often simultaneously — and knowledge of their routine activities and patterns of offending is usually incomplete and often of variable quality. As a result, many police forces have separate computer programs to deal with these different knowledge structures. Database structures that are designed to audit one function of policing are not necessarily capable of providing useful information to another function.

For example, I was recently reminded of the dangers of assuming that police data recording practices have moved into a more crime-focused area, while I was wandering (virtually) through the databases of a local police department. While trying to gain an understanding of their data systems in order to see what information could be valuable to aid with the development of CompStat and problem-oriented policing, I found data fields called "incident start date/time" and "incident end date/time". Having worked with many police departments that use these fields to record crime start and end times, such as when a house was known to be safe and then later discovered burgled, I assumed that these fields were the same and could be useful for crime and problem analysis. In making my assumption I failed to recognize the limitations of current police data recording practices, practices that were geared towards a bureaucratic response to police work rather than a problem-solving response. The data systems reflected the preoccupation with output rather than outcome. These fields recorded when the incident was opened onto the dispatch system and when it was cleared, because these bureaucratic micro-measurements of "performance" were more important than getting a handle on the picture of criminal activity in the area. Further inquiry discovered that the data systems did not record temporal characteristics of incidents because nobody was interested in the crime patterns and no one deemed this information worth recording. It certainly appears that greater digitization in the policing world has, rather than free police officers from "stiffening centralization" (Brodie & Dupont, 2006, p. 12), simply replaced the often meaningless paper form with an often meaningless electronic form. And I suspect the latter will continue to grow, against our best efforts.

If Government policy relating to increasing police officers without an appropriate knowledge-driver infrastructure continues, the situation in relation to knowledge management improvement within the police service does not augur well for the future of intelligence/knowledge-led policing. (Hughes & Jackson, 2004, p. 73)

Organizational Concerns

Organizational problems can be considered to be a two-pronged problem. In the simplest terms, what is the point in expending effort to develop intelligence and analyse crime patterns if police forces do not have the capability and personnel necessary to capitalize on the advantage that knowledge-driven policing is supposed to give them? In a recent Home Office review of UK police forces, the ability of the police to respond to criminal intelligence-driven initiatives was found to be hamstrung by organizational limitations:

The response to serious and organised crime suffered in many places simply because there were not enough resources and specialist support to act upon the intelligence gathered. The strength of the public order domain was dependent upon the experience and exposure of the force, as well as capacity issues (HMIC, 2005, p. 7).

Secondly, even if resources are available, what is the point if there is no requirement or organizational enthusiasm to steer output to a more intelligence-driven operational plan? These questions currently plague attempts by analysts to take a greater role in driving the direction of police forces, attempts that are largely dependent on the individual leadership and support of commanders at the local level.

Cope's (2004) research into police officers is particularly illuminating of this issue. The lack of policing experience of many crime analysts was an issue for sworn officers who were unwilling to accept recommendations for action from non-police personnel, and many analytical products were simply ignored by operational police. Furthermore, the "paucity of training on analysis affects police officers' ability to ask the right questions of analysts in order to ensure the products are used operationally" (p. 194). These are but a few of the organizational problems. Sheptycki's (2004a) review of strategic intelligence capacity in British policing identifies no fewer than 12 organizational problems that inhibit the advancement of criminal intelligence in a multi-agency setting.

Cultural Concerns

The power of police culture as an inhibiting influence on change is almost legendary, and has the potential to leave an integrated analytical model in a cachetic state. In other words, the ideal of an integrated model may not be actively dismantled, but instead may be left to wither on the vine through inactivity and professional malnourishment. This passive resistance will be familiar to many street cops used to having to deal with the latest buzzwords and ideas and who know that if they wait long enough the latest fad will eventually disappear. As Herman Goldstein noted, "Police departments have a life of their own. Powerful forces within the police establishment have a much stronger influence over the way in which a police agency operates than do the managers of the department, legislatures and courts, the mayor, and the members of the community" (Goldstein, 1990, p. 29). One of the more significant effects of these forces within policing is a long-held mistrust of civilians by their sworn colleagues.

This exacerbates the existing problem of recognition of crime analysts, by compounding it through the placement of civilians into the role. In effect, crime analysis suffers a double-whammy of being both a new discipline as well as a (usually) civilian one. However, even when analysts are not civilian, they still experience problems surrounding the issue of intelligence sharing within their organization. These intra-agency occupational subcultures (Sheptycki, 2004a) work counter to the sharing ambitions of intelligence-led policing. While the organizational issues may be overcome, this lack of willingness to share intelligence is clearly a cultural issue, and is one that most police agencies have either ignored or to which they have been unable to find a solution. Sometimes the withholding of information with analysts is not from any malicious desire to limit information flowing to the centre, but is more simply due to a lack of recognition that the information the officer possesses is worth passing on. The vicious cycle of officers not passing on information is returned to them as a lack of intelligence provision. As they feel that they do not get anything from the intelligence analyst, they don't bother passing information on, and the cycle continues. And there is no reason for the cycle to stop, given that many officers feel that the intelligence arm of the service tells them things they already know...

Crime prevention initiatives are only as effective as the accuracy of the analysis on which they are based. In other words, proper understanding of the problem is vital. This will not occur when police officers persuade themselves that they understand more about a problem than they really do... The 'I know best' syndrome is a trait prevalent in all officer ranks (Townley, Johnson & Pease, 2003, p. 192).
A desire to seek longer-term solutions to crime problems than simply palliative arrests is an aim of intelligence-led policing, one that is shared with problem-oriented policing. It is possible that this desire has not been sufficiently articulated to rank-and-file officers and that perhaps greater direction and leadership will allow this to become more of a corporate direction for the police service. This is to be hoped for, but don’t hold your breath. Such a dramatic change as is probably required would be a significant innovation, and a lack of support for innovation (in reality a resistance to change even when current practices are not working) does tend to characterize many police organizations – a point recognized by Cope: “Poor problem-oriented approaches, poor analytical thinking and a culture that does not support innovation, alongside fragmentation, occupational divides, media and public expectations all contribute to the lack of integration of knowledge into practice.” (Cope, 2004, p. 196). It is possible that these issues are more prevalent with new knowledge rather than old knowledge, largely because of the source and delivery of that knowledge. Cops still favour knowledge that comes from other cops.

AN UPHILL STRUGGLE

Publicly, information sharing has become the lynchpin of law enforcement’s effort to reduce crime and prevent future terrorist attacks within the United States. To a considerable degree, this enthusiasm for the principles of information and intelligence sharing stems from within law enforcement, and is supported by state and federal government. In early 2002, law enforcement executives and intelligence experts met in Toronto, Canada, at the International Association of Chiefs of Police (IACP) National Intelligence Sharing Summit. There they called for the creation of a nationally coordinated criminal intelligence council so that the country could develop a national intelligence plan. This resulted in the creation of a Global Intelligence Working Group, who wrote the National Criminal Intelligence Sharing Plan (NCISP) (GIWG, 2003). The plan, supported by President Bush and endorsed by the Department of Justice, is a central tenet of US law enforcement in the 21st Century: “The plan is the outcome of an unprecedented effort by law enforcement agencies, with the strong support of the Department of Justice, to strengthen the nation’s security through better intelligence analysis and sharing.” (Attorney General John Ashcroft, May 14, 2004).

The Global Intelligence Working Group promoted their vision of the National Criminal Intelligence Sharing Plan’s relevance to police at all levels of American law enforcement. In this vision (GIWG, 2003, p. iv), they noted that the plan should be (among other things):

* A mechanism to promote intelligence-led policing;
* A technology architecture to provide secure, seamless sharing of information among systems;
* A plan that leverages existing systems and networks, yet allows flexibility for technology and process enhancements.

While it is laudable to promote intelligence-led policing, in terms of information sharing, the NCIISP recognizes that challenges exist. The first recommendation of the plan was that “the agency chief executive officer and the manager of intelligence functions should seek ways to enhance intelligence sharing efforts and foster information sharing by participating in task forces and state, regional, and federal information sharing initiatives” (GIWG, 2003, p. vi). Yet information sharing initiatives run counter to much of the existing culture within law enforcement, a culture that recognizes knowledge is power and retention of information gives an individual (or organization) power within the community of law enforcement agencies. Information sharing does not necessarily result in an equal transfer of knowledge. The aim of utilizing “existing systems and networks” fails to recognize that existing networks survive due to the mutual benefit inherent in the arrangement. The “pay-to-play” or “give-to-get” principle is “a widely understood, unwritten rule...the expectation in law enforcement that data access and sharing hinge on equitable participation” (GIWG, 2003, p. 18) and a recognition of this is written into the plan. However, an equitable sharing of knowledge may not be a realistic proposal. After all, if information sharing was regularly equal and beneficial to both sides, surely we should have seen more of it, making the plan redundant?

Articulating support for intelligence sharing has become the Zeitgeist of our times, however articulation of intelligence sharing principles and active participation and sharing are not the same things. Intelligence-led policing is attempting to synchronize two different types of knowledge (old and new) that are, on the surface, fairly mismatched, and is attempting to do so in order to create intelligence products that go beyond the existing arrest mentality and into preventative areas that are incompatible with the subculture of current policing.

The challenges are significant.

It is yet unclear whether intelligence-led policing will completely rescue the role of intelligence from “over 150 years in the murky backwaters of policing” (Christopher, 2004, p. 179). It may be that the route to an integration of crime analysis and criminal intelligence is a tortuous labyrinth at best. It may be that intelligence-led policing does not survive in its present form. The provision of information to the community may take on an even greater role in the knowledge management practices of police services, and if that is the case, it may herald the dominance of the new knowledge over the old knowledge, with criminal intelligence slipping back off into the murky backwaters of policing, and crime analysis expanding its client base to include as many customers out of uniform as in uniform. New expectations for information from clients inside and outside the police may push new knowledge to the fore, eclipsing old knowledge that runs a risk of being displaced by new and secret and parochial. With the greater portability of skills in the new knowledge arena, and with a greater demand for quantitative information from the client base, there is the risk that modern work practices could make old knowledge redundant.

This process may be accelerated through greater emphasis on community policing. A greater role from the community in policing priorities can tend to drive policing to become more reactive, and as a result crime analysis can lack an understanding of the complex web or network nature of organized crime – the sort of information that the old knowledge can provide but that is rarely shared with community groups. Secondly, the reactive nature of much police-community liaison often seeks a rapid response to local crime problems to alleviate an immediate need, rather than to develop the longer-term problem-solving solutions that many issues really require. As a result, crime prevention decision making can become driven by what happened last week or gets skewed by priorities dictated by the media, who are always interested in recent crime events of note. All of this suggests that moving forward with an integrated model of analysis combining new and old knowledge as the dominant tool for decision making is likely to be a slow process with no guarantee of success.
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