In the same way that we have key guidelines about personal safety on campus (don’t leave your valuables out, lock your spaces, etc.) it’s important that all undergraduate and graduate students attend to their digital privacy and safety. The following guidelines concern both personal security and preparation for informal or formal virtual events you might host. Click each link to learn more.

### ONLINE PRIVACY & SAFETY

The Office of Information and Technology (OIT) provides resources and information addressing online privacy and safety.

- Secure your devices
- Secure your data
- Secure your password
- Secure your online programming when using Zoom using these [Security and Privacy Best Practices](#) and [Scheduling Best Practices](#)

### ADDRESSING ONLINE ABUSE

The Institutional Equity and Diversity “Addressing Online Abuse Tip Sheet” provides recommendations and best practices to prepare for online engagement and learning as well as tools to help manage instances of abuse in the moment.

### ENGAGING & COMMUNITY MANAGEMENT ON SOCIAL MEDIA

Review and follow Princeton social media guidelines and resources developed by the Office of Communications.
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