CISA Cybersecurity and Physical Threat Resources for Healthcare Sector in Oregon

Given the steady increase in COVID-19 cyber and physical threats to the Healthcare and Public Health (HPH) Sector, the U.S. Department of Homeland Security, Cybersecurity and Infrastructure Security Agency (CISA) invites you to participate in one of two NO COST webinars (May 29th and June 2nd) specific to Public and Private Healthcare entities in Oregon.

Security agencies in the United Kingdom and United States have exposed malicious cyber campaigns targeting organizations involved in the coronavirus response and have issued Cyber Warnings for key Healthcare Originations and the HPH.

Webinar Objectives: Inform partners of CISA relevant resources

- Overview of DHS/CISA resources available
- Understanding the Risk Landscape
- Manage Risk via Security Capacity Building (Both Physical and Cyber)
- Understanding of the cyber key terrain typical of a hospital or medical facility
- Understanding of physical security concerns
- CISA Assessments and Services
- Information sharing around physical and cyber threats
- Cyber Incident Response capabilities
- Protected Critical Infrastructure Information (PCII)

Date: June 2nd, 2020

Target Audience: Personnel Responsible for IT, Cyber, and Physical Security

- Oregon Healthcare Facilities
- Oregon Hospitals/Medical Centers/Clincs
- Oregon Hospital Associations
- Oregon HPH Sector Laboratories

Questions: Protective Security Advisor – Chass Jones, chass.jones@hq.dhs.gov (503) 507-8822