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## Elliptic curves

## group operation:



$$
\begin{gathered}
A=\left(Y_{1}-X_{1}\right) *\left(Y_{2}-X_{2}\right), \quad B=\left(Y_{1}+X_{1}\right) *\left(Y_{2}+X_{2}\right), \quad C=T_{1} * k * T_{2}, \quad D=Z_{1} * 2 * Z_{2}, E=B-A, \\
F=D-C, \quad G=D+C, \quad H=B+A, \quad X_{3}=E * F, \quad Y_{3}=G * H, \quad T_{3}=E * H, \quad Z_{3}=F * G .
\end{gathered}
$$

## field size:

115792089237316195423570985008687907853269984665640564039457584007913129639747 (256-bit)

## Hyperelliptic curves

## group operation:



## Hyperelliptic curves

## group operation:

$$
\begin{aligned}
& P=u_{1} * Z, \quad R=u_{0} * Z, \quad n_{01}=v 0 * Z, \quad n_{02}=V 0 * z, \quad n_{01}=n_{01}-n_{02}, \quad n_{02}=U_{0} * z, \quad n_{03}=U_{1} * z, \\
& n_{04}=n_{03} * n_{02}, \quad n_{02}=n_{02}-R, \quad n_{05}=P-n_{03}, \quad n_{06}=P * R, \quad n_{04}=n_{04}-n_{06}, \quad n_{06}=V_{1} * z, \\
& W=z * Z, \quad n_{07}=v_{1} * Z, \quad n_{08}=n_{07}-n_{06}, \quad n_{06}=n_{07}+n_{06}, \quad n_{09}=P^{2}, \quad n_{10}=W * n_{02}, \quad n_{10}=n_{09}+n_{10}, \\
& n_{11}=n_{03}^{2}, \quad n_{03}=P+n_{03}, \quad n_{12}=n_{10}-n_{11}, \quad n_{11}=n_{09}+n_{11}, \quad n_{09}=n_{04} * n_{08}, \quad n_{04}=n_{04} * n_{05}, \\
& n_{05}=n_{01} * n_{05}, \quad n_{01}=n_{01} * n_{12}, \quad n_{08}=n_{02} * n_{08}, \quad n_{02}=n_{02} * n_{12}, \quad n_{01}=n_{09}+n_{01}, \quad n_{05}=n_{05}+n_{08}, \\
& n_{02}=n_{02}-n_{04}, \quad n_{04}=n_{05} * W, \quad n_{08}=n_{02} * n_{04}, \quad n_{02}=n_{02}^{2}, \quad n_{05}=n_{05} * n_{04}, \quad n_{04}=n_{01} * n_{04}, \\
& P=P * n_{05}, \quad n_{09}=2 * n_{04}, \quad n_{09}=n_{09}-n_{02}, \quad n_{12}=n_{05} * n_{03}, \quad n_{09}=n_{09}-n_{12}, \quad n_{02}=n_{09}-n_{02}, \\
& n_{02}=n_{02} * n_{03}, \quad n_{11}=n_{05} * n_{11}, \quad n_{02}=n_{02}+n_{11}, \quad n_{02}=n_{02} / 2, \quad n_{12}=W * n_{05}, \quad R=R * n_{12}, \\
& n_{12}=n_{08} * n_{12}, \quad n_{11}=Z * n_{12}, \quad T=n_{11} * v_{0}, \quad S=n_{11} * v 1, \quad n_{11}=n_{04}-n_{09}, \quad n_{04}=P-n_{04}, \quad n_{01}=n_{01}^{2}, \\
& n_{06}=n_{08} * n_{06}, \quad n_{01}=n_{01} * W, \quad n_{01}=n_{01}+n_{06}, \quad n_{01}=n_{01}-n_{02}, \quad n_{02}=n_{01}-R, \quad n_{05}=n_{02} * n_{05}, \\
& n_{02}=n_{09} * n_{11}, \quad n_{11}=n_{01} * n_{11}, \quad n_{06}=P * n_{04}, \quad n_{06}=n_{06}+n_{02}, \quad n_{05}=n_{06}+n_{05}, \quad n_{04}=R * n_{04}, \\
& n_{11}=n_{04}+n_{11}, \quad n_{09}=n_{09} * n_{08}, \quad P=n_{09} * W, \quad R=n_{01} * n_{08}, \quad n_{05}=n_{05} * W, \quad S=n_{05}-S, \\
& T=n_{11}-T, \quad W=W * n_{12} \text {. }
\end{aligned}
$$

## Hyperelliptic curves

## group operation:



## field size:

340282366920938463463374607431768211297 (128-bit)

## Results for constant-time Diffie-Hellman at 128-bit security

| Table: Intel Core i7-3520M (Ivy Bridge) |  |
| :---: | :---: |
|  | cycles/scalar |
| previous best (elliptic) | 139,000 |
| ours (hyperelliptic) | 117,000 |

