


 	

•	Residential addresses
•	Phone numbers
•	Email addresses
•	Vehicle sightings and Automated 	
	 License Plate Recognition  
	 (ALPR)records
•	Hacked usernames and passwords
•	Street-level map images  
	 of residences
•	Data stored on major national  
	 background check services1
•	Personally Identifiable Information 	
	 (PII) located on 3rd party websites

•	Unclaimed asset data
•	Secondary & tertiary background  
	 check sites
•	2nd party website removal  
	 requests
•	Online classifieds
•	Real estate listings
•	Online dating profiles
•	Hotel and rental car records
•	Airline records
•	DNA profile data
•	Family social media and PII
•	Removal of unique vulnerabilities  
	 uncovered by Intelligence Analysts
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