Chromebook

1. Download the certificate file from the email. (You will need to send the email you
received to your child’s school account, so it can be downloaded onto their device.)
2. Inthe Chrome Browser of the device you are installing the certificate on, navigate

to chrome://settings
3. Scroll down to HTTP/SSL settings and Click Manage certificates.
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Figure 1: The Chrome Settings Page

5. The Certificate Manager window will be displayed. Click Authorities.
6. Below the list of the current Certificate Authorities, Click the Import button.

Certificate manager

YourCertiflcates» Authorities [ Others

You have certificates on file that identify these certificate authorities:
[F=7AC Camerfirma S.A.
Chambers of Commerce Root - 2008
Global Chambersign Root - 2008
[F=7 AC Camerfirma SA CIF AB2743287
Chambers of Commerce Root
Global Chambersign Root
[F=racev
ACCVRAIZ1
(=7 Actalis S.p.A./03358520967

Actalis Authentication Root CA

Figure 2: The Certificate Authorities list

Done

7. Locate the certificate you downloaded earlier, and click Open.
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Downloads

« & Google Drive Name Size  Type Date modified ~
B My Drive B Test_School_Jan_2017-2020.crt 957 bytes  CRT file Today 1:31 PM
2% Shared with me
Recent
X offline
& Downloads

Base64-encoded ASCII, single certificate ~ m CANCEL

Figure 3: Selecting the Certificate file from the Downloads window

8. In the Certificate authority window that appears, tick Trust this certificate for
identifying websites and Trust this certificate for identifying email users.
9. Click OK.

Certificate authority x

Do you want to frust "N4L_0000_N4lTestschool® as a Certification Authority?

Edit trust settings:

« |@Trust this certificate for identifying websites.

« |@Trust this certificate for identifying email users.

Trust this certificate for identifying software makers.

= [ES

Figure 4: Trusting the certificate

10. You should now be able to see the certificate in the list of Authorities.



Certificate manager

Your Certificates  Servers  Authorities ~ Others

You have certificates on file that identify these cerfificate authorities:
rFaLrrocen

[F=rSociedad Cameral de Certificacidn Digital - Certicdmara S.A.
AC Raiz Certicamara S.A.

[F=rSonera
Sonera Class1 CA
Sonera Class2 CA

[F=rSpark New Zealand Trading Limited
N4L_0000_N4LTestschool

[F=rStaat der Mederlanden
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Vi Edit... Import... Export... Delete...

Done



